

	
3GPP TSG-SA2 Meeting #129BIS	S2-1811623
26 - 30 November, 2018, West Palm Beach, USA
	CR-Form-v11.2.1

	CHANGE REQUEST

	

	
	23.167
	CR
	0339
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correcting validity of extended emergency number information due to bearer registration

	
	

	Source to WG:
	BlackBerry UK Ltd.

	Source to TSG:
	S2

	
	

	Work item code:
	5GS_Ph1
	
	Date:
	22/10/2018

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	S2-1811622 introduces PLNM specific URN information associated with local emergency numbers. A serving network receiving invalid URN information fails to route the call (see S1-182652, approved at SA#81).

Clause 7.1.2 contains the following requirement, taking into account local numbers at the UE after the P CSCF detected that a request to establish an emergency session:

[bookmark: _Toc524941518]7.1.2	Non UE detectable Emergency Session
[..]
-	If prior attempting the call in the CS domain the UE receives a list of local emergency numbers, the UE may verify if and recognizes the dialled number is an emergency number and if verified, the UE shall attempt an emergency call set up indicating the appropriate emergency call type.
-	[..].
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NIT
A UE is required to include both emergency service indication and emergency session indication in the emergency session request:

6.1	UE
-	[..]
-	Include an emergency service indication in the emergency session request.
-	[..].
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network, the following specific information is supplied in the request message.
-	Emergency session indication.
-	[..].
-	Optionally, type of emergency service. It could be implied in the above emergency session indication.
-	[..].
It is believed that this is a typo and emergency session indication (3 occurrences) should be replaced with emergency service indication (7 occurrences)
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-	Should be able to detect an emergency session establishment request.
-	In the case of NG-eCall, the IMS emergency session establishment request may be invoked either automatically without user input or manually via user input.
-	Initiate an IMS emergency registration request.
-	The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported).
-	Otherwise, the UE shall perform an IMS emergency registration.
-	Include an emergency service indication in the emergency session request.
-	UE may support the GIBA procedure defined in TS 24.229 [19] as part of the emergency IMS registration procedure.
-	In case of emergency IMS registration failure the UE shall be able to interpret the indication, if provided by the serving IMS, whether anonymous IMS emergency sessions are supported in the serving IMS. If the serving IMS has indicated support, the UE shall proceed with an anonymous IMS emergency session, otherwise it proceeds according to clause H.5.
NOTE 1:	UEs compliant with pre-Rel‑14 versions of this specification are unable to interpret this indication and ignore the indication. Such UEs might attempt an anonymous IMS emergency session or proceed according to clause H.5.
-	Include an equipment identifier in the request to establish an emergency session for "anonymous user".
NOTE 2:	"Anonymous user" in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today.
-	Include an equipment identifier in the request to establish an emergency session when the UE supports SRVCC as specified in TS 23.237 [32].
-	Include identity information for the IP-CAN if available (e.g. MCC-MNC or an equivalent)
NOTE 3:	UE provided IP-CAN identity information will not be completely reliable.
-	Attempt the emergency call in CS domain, if capable.
-	Handle a 380 (Alternative Service) response with the type set to "emergency" e.g. as a result of non UE detectable emergency attempt.
-	Handle a response with an indication, IMS emergency registration required as a result of emergency session establishment attempt.
-	Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].
-	For NG-eCall, where transfer of the MSD is not acknowledged by the PSAP, the UE shall fall back to the in-band transfer of the MSD, as in CS domain defined in TS 26.267 [42].
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network, the following specific information is supplied in the request message.
-	Emergency servicession indication.
-	A registered Public User Identifier. If the UE performed an emergency registration using a temporary Public User Identifier then the UE should not use the temporary Public User Identifier to initiate the emergency session. The selected Public User Identifier shall be part of an implicit registration set that includes a TEL‑URI.
NOTE 4:	The UE can be preconfigured with information to select the appropriate Public User Identifier if more than one Public User Identifier is provisioned in the UE.
-	Optionally, type of emergency service. It could be implied in the above emergency servicession indication.
-	For an NG-eCall an eCall indication including whether eCall is automatic or manual.
-	UE's location information, if available.
-	The TEL‑URI associated to the Public User Identifier, if available.
-	GRUU, if available.
In the case of a non UE detectable emergency call, upon reception of indication from the network, the UE shall handle the call as described in clause 7.1.2.
NOTE 5:	If the indication was received in a rejection message the UE performs appropriate emergency error handling procedures.
[bookmark: _Toc524941503]***** Next change *****
6.2.1	Proxy‑CSCF
-	Handle registration requests with an emergency registration indication like any other registration request, except that it may reject an emergency registration request if the IM CN subsystem that the P‑CSCF belongs to can not support emergency sessions for the UE (e.g., due to operator policy or UE is not within IM CN subsystem's geographical area or IP-CAN not supported).
-	Detect an emergency session establishment request.
-	Reject/allow unmarked emergency requests.
-	Reject/allow anonymous emergency requests.
-	Prevent non-emergency requests that are associated with an emergency registration.
-	May query IP-CAN for location identifier.
-	May query IP-CAN for additional subscriber related identifier(s).
-	Select an Emergency CSCF in the same network to handle the emergency session request. The selection method is not standardized in the present document.
-	Alternatively, for non-roaming subscribers and when the request is received over a non-emergency registration, the P-CSCF may forward an emergency session to an S-CSCF if so instructed by operator policy or local regulation.
NOTE:	This can be for example the case if the P‑CSCF recognizes that an emergency session was not received via a security associations for a UE previously authenticated with digest type proxy authentication.
-	Do not apply emergency session detection if requested using private network traffic and forward the session to the S-CSCF, except if operator policy requires the P-CSCF to detect emergency session requests and treat detected emergency session requests as if they are part of public network traffic.
-	For UEs without credentials, forward the equipment identifier to the E-CSCF that was received from the UE.
-	For UEs without credentials and subjected to local regulation, forward the additional subscriber related identifier(s) received from IP-CAN to the E-CSCF.
-	Prioritize the emergency session.
-	Check the validity of the caller TEL‑URI if provided by the UE and shall provide the TEL‑URI in the session establishment request if it is aware about the TEL‑URI associated with the Public User Identifier used for an emergency registration.
-	May respond to a UE with an emergency servicession indication as a result of detecting a non UE detectable emergency session establishment request
-	May respond to the UE with an indication, IMS emergency registration required as a result of processing the emergency session establishment attempt.
-	Should be able to identify the service data flow associated with emergency service and inform PCRF accordingly.
-	Upon IMS registration failure the P-CSCF may indicate to the UE whether anonymous IMS emergency sessions are supported.
***** Next change *****
7.1.1	UE Detectable Emergency Session
The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.


Figure 7.1: Terminal Detected Emergency Calls
The following steps are performed:
1.	The UE detects the request for the establishment of an emergency session. Step 2 to 6 may be skipped based on the conditions specified in clause 6.1.
2.	In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.
3.	In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.
NOTE 1:	Depending on the IP-CAN, the UE may be assigned an IP address at this stage.
4.	In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The IP‑CAN may support a UE indication that this request is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.
5.	UE performs a P‑CSCF discovery procedure, where the UE discovers a P‑CSCF in the local network suitable for use in emergency sessions.
NOTE 2:	The exact means for the P‑CSCF discovery is dependant upon the IP-CAN.
6.	If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration by providing the IP address obtained at step 3 or step 4 to the P‑CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an emergency indication. The implicit registration set of the SIP URI used in the emergency registration request used by the UE when the UE performs a non emergency registration shall contain an associated TEL‑URI that is used to call back the UE.
	The S‑CSCF may set the proposed registration expiration according to the local regulation or operator policy of the serving system. The subsequent registration flows are like any other registration with the considerations defined in clauses 6.2.4 and 6.2.9.
	If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS emergency registration request, but instead immediately establish an emergency session towards the P‑CSCF as described in clause 7.4 and skip step 7.
7.	The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency service indication, or the eCall type of emergency service indication in the case of eCall and any registered Public User Identifier. If the UE has performed emergency registration, the UE shall use an emergency registered Public User Identifier.
Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
[bookmark: _Toc524941554][bookmark: _Toc524941565]***** Next change *****
H.3	High Level Procedures for IMS emergency calls
For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:
-	the bearer registration to the IP-CAN is the PS attach or PS Registration procedure;
-	the IP-CAN bearer resource is the PDP context for GPRS, EPS Bearer for EPS and QoS Flow for 5GS, and TS 23.060 [2], TS 23.401 [28] and TS 23.501 [48] respectively describe how to indicate that the request is for emergency;
-	the release of reserved bearer resources is the release of a PDP context, an EPS Bearer or a QoS Flow.
For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:
-	The P-CSCF rejects the session initiation request with an indication that this is an emergency session; or
-	the P-CSCF allows the session initiation request to continue and the E-CSCF informs the UE that it is an emergency session. Such a session will not use an emergency PDN connection or emergency PDU session and will not have SRVCC or SRVCC for IMS emergency session support.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), if the UE used the list of local emergency numbers and associated URN information (see claused 4.1) to detect the request for the establishment of an emergency session (see step 1 of clause 7.3), the serving network indicated that this list is valid in only in the PLMN, and the UE subsequently performs eemrgency PS attach or PS Registration procedure (see step 4 of clause 7.3), the UE verifies if the dialled number is an emergency number and if verified, the UE shall initiate the IMS emergency session establishment indicating any associated URN information. If not verified, the UE shall initiate the IMS emergency session establishment indicating a URN set to emergency service indication (i.e. without type of emergency service (see clause 6.1)), unless the UE performed a normal PS attach or PS Registration procedure. If the UE performed a normal normal PS attach or PS Registration procedure and the emergency number is not verified, then the UE shall attempt IMS session establishment using the IMS session establishment procedures not relating to emergency.
NOTE:	It is up to UE implementation to prevent the system from performing procedures for non UE detectable Emergency Session indefinitely.
For the IMS Emergency Session Establishment without Registration (as described in clause 7.4), P-CSCF retrieves the additional subscriber related identifier(s) from IP-CAN via PCC in TS 23.203 [20] when PS domain with UTRAN and E-UTRAN access is used.
***** Next change *****
J.3	High Level Procedures for IMS emergency calls
For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when EPC access over WLAN is used:
-	the IP-CAN bearer resource is a PDN connection dedicated for emergency services. The TS 23.402 [29] describes how to indicate that a PDN connection request is for emergency;
-	For registration requests received from an emergency PDN connection, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.
NOTE 1:	When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session
For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when WLAN access to EPC is used:
-	The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), if the UE used the list of local emergency numbers and associated URN information (see claused 4.1) to detect the request for the establishment of an emergency session (see step 1 of clause 7.3), the serving network indicated that this list is valid in only in the PLMN, and the UE is attached to a different PLMN (see step 4 of clause 7.3) from the PLMN that provided the list, the UE verifies if the dialled number is an emergency number and if verified, the UE shall initiate the IMS emergency session establishment indicating any associated URN information. If not verified, the UE shall initiate the IMS emergency session establishment indicating a URN set to emergency service indication (i.e. without type of emergency service (see clause 6.1)), unless the UE is not attached for emergency services only. If the UE is not attached for emergency services only and the emergency number is not verified, then the UE shall attempt IMS session establishment using the IMS session establishment procedures not relating to emergency.
NOTE 2:	It is up to UE implementation to prevent the system from performing procedures for non UE detectable Emergency Session indefinitely.
The following flow contains a high level description of the emergency service procedures performed over WLAN access to EPC when the UE can detect that an emergency PDN connection is being needed. This flow provides details (or references) related with WLAN access to EPC on top of the general procedure described in clause 7.1.


Figure J.3: Terminal Detected Emergency Calls (Un trusted WLAN access to EPC)
The following steps are performed:
1.	Same as step 1 of Figure 7.1
2.	The UE releases any PDN connection it may have over untrusted access to EPC.
3.	Void.
4.	As described in TS 23.402 [29], the UE selects an ePDG for emergency services and sets-up a PDN connection for emergency services. The UE is assigned an IP address at this stage.
NOTE 32:	No specific WLAN AP selection is carried out to support emergency services.
5.	Same as step 5 of Figure 7.1.
6.	Same as step 6 of Figure 7.1.
7.	Same as step 7 of Figure 7.1.
[bookmark: _Toc524941580]***** Next change *****
L.3	High Level Procedures for IMS emergency calls
For the high-level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when 5GC access over untrusted non-3GPP access is used:
-	the IP-CAN bearer resource is a PDU session dedicated for emergency services. TS 23.502 [49] describes how to indicate that a PDU Session Request is for emergency.
-	For registration requests received from an emergency PDU session, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.
NOTE 1:	When the IMS network detects that the UE is establishing an emergency session over untrusted non-3GPP access to 5GC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session.
For the high-level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when untrusted non-3GPP access to 5GC is used:
-	The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), if the UE used the list of local emergency numbers and associated URN information (see claused 4.1) to detect the request for the establishment of an emergency session (see step 1 of clause 7.3), the serving network indicated that this list is valid in only in serving network's PLMN, and the UE subsequently performs Registration procedure (see step 4 of clause 7.3), the UE verifies if the dialled number is an emergency number and if verified, the UE shall initiate the IMS emergency session establishment indicating any associated URN information. If not verified, the UE shall initiate the IMS emergency session establishment indicating a URN set to emergency service indication (i.e. without type of emergency service (see clause 6.1)), unless the UE is not registered for emergency services only. If the UE is not registered for emergency services only and the emergency number is not verified, then the UE shall attempt IMS session establishment using the IMS session establishment procedures not relating to emergency.
NOTE 2:	It is up to UE implementation to prevent the system from performing procedures for non UE detectable Emergency Session indefinitely.
The following flow contains a high-level description of the emergency service procedures performed over untrusted non-3GPP access to 5GC when the UE can detect that an emergency PDU session is being needed. This flow provides details (or references) related with untrusted non-3GPP access to 5GC on top of the general procedure described in clause 7.1.


Figure L.3: Terminal Detected Emergency Calls (non-3GPP untrusted access to 5GC)
The following steps (numbering being the same as in figure 7.1) are performed:
1.	Same as step 1 of Figure 7.1.
2.	In some exceptional cases (e.g. in congestion situation), Tthe UE may release some PDU session it may have over untrusted non-3GPP access to 5GC.
3.	Void (no "bearer registration" as described in step 3 of Figure 7.1).
4.	As described in TS 23.502 [49], the UE selects an N3IWF as for accessing regular services and sets-up a PDU session for emergency services. The UE is assigned an IP address at this stage.
NOTE 32:	When untrusted non-3GPP access is WLAN, no specific WLAN AP selection is carried out to support emergency services.
5.	Same as step 5 of Figure 7.1.
6.	Same as step 6 of Figure 7.1.
7.	Same as step 7 of Figure 7.1, except that eCall is not supported via untrusted non-3GPP access.
***** No more changes *****
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